
Figure 1: Digital Identity Authentication Mechanisms in Digital Financial Services
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Figure 2: Using an IC ATM card as a credential, and

taking interbank withdrawals as an example, this

figure illustrates the participants and operational

procedures of digital identity authentication.
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Figure 3: Using the order placement certificate of a securities

(or futures) broker as a credential, and taking electronic

trading as an example, this figures illustrates the participants

and operating procedures of digital identity authentication.
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Figure 4: Using Financial Fast-ID as a credential, and

taking the provision of financial services as an example,

this figure illustrates the participants and operational

procedures of digital identity authentication.
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Figure 5: uses a login to the insurance company's member area 

for digital identity verification to apply for claims and sign 

documents as an example, to illustrate the participants and 

operational procedures of digital identity authentication.
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